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Provision, manage and secure Windows Phone devices, apps and documents 
 

KNet MaaS can help you manage 

Windows Phone devices, apps and data. 

Our 100% cloud-based platform delivers 

fast support for all new mobile OS 

releases and upgrades. 

KNet MaaS supports the latest Windows 

Phone releases, including the family of 

Windows Phone 7 and 8 devices. 

 
 
 
 
 
 
 
 
 
 
 
 

Manage the Devices Your Colleagues Want 

The KNet MaaS platform offers something no other vendor does; true software-as-a- 

service (SaaS) that delivers instant enterprise Mobile Device Management (MDM) 

and Mobile Application Management (MAM)—all from a single platform. 

KNet MaaS for Windows Phone gives you a cloud-based console to enroll 

devices over-the-air; configure corporate policies; support devices, users, apps 

and documents; and monitor and report on your entire mobile IT environment. 

KNet MaaS leverages the Microsoft MDM APIs and Push Notification service. 
 

Support for Windows Phone 

• Enroll over-the-air (OTA) 

using Microsoft’s 

prepackaged device 

management client 

• Require passcodes and specify 

their quality 

• Enforce device encryption 

• Disable the SD Card 

• Configure and distribute policies 

for Exchange ActiveSync 

• Configure IMAP/POP email settings 

• Set compliance rules for OS versions 

• Distribute both enterprise and 

public apps using the Company 

Hub 

• Actions for Help Desk support: 

locate the device, send messages 

to the device, etc. 

Windows Phone will grow to >11% of total smartphone 

market share by 2016 
 

- IDC Worldwide Mobile Phone Tracker 

 
Built on a secure, multi-tenant cloud architecture, KNet MaaS enables robust 

enterprise mobility management (EMM) in just minutes. It gives you effortless 

scalability, whether you have 10 users or 100,000, and seamless integration into 

existing enterprise systems. And because there are no servers to install, upgrades to 

the latest technology are automatic. Affordability is unmatched with no upfront 

costs and no expensive change management. 

KNet MaaS makes it easy for you to finally say “Yes!” to the latest devices, both 

personal and corporate owned.
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Get the Visibility and Control You Need 

KNet MaaS for Windows Phone provides the visibility and control your IT staff needs to support the unified Windows devices 

in the Enterprise. KNet MaaS supports the latest Windows Phone releases, including the family of Windows Phone 7 and 8 devices. 

You can now have the tools you need to gain insight, perform actions, set and distribute policies, manage apps and documents, 

and much more. 

 

Gain Insight 
• Manufacturer & model 

• Serial number 

• Operating system 

• Current carrier 

• MAC address 

• Location information 

• Device ID (IMEI, email 

address)

Perform Actions 

• Refresh device details in real-time 
• Perform a full wipe of a lost device 
• Selectively wipe corporate data while 

maintaining personal data on an employee-
owned device 

• Send a message to the device 
• Find the last known location 
• Change Windows Phone policy 

• Screen language 

• Screen resolution 

• Firmware version 

Installed profiles 

• MSFT Push Notification 

• Company Hub 

 
 
 

 

Set & Distribute Policies 
• Enforce passcode requirements 

• Configure security settings 

• Enforce device encryption 

• Disable SD card 

• Configure email settings 

• IMAP and POP 

• Configure and distribute Exchange ActiveSync settings 
 
 
 

 

Application Catalog 

Enterprise App Manageability:  Mobile apps distributed 

by KNet MaaS to Windows Phone devices become fully 

controlled, allowing you to simplify app deployments 

while increasing manageability. 

• Distribute apps via Company Hub 

• Distribute “home grown” apps 

• Publish updates to apps 

• Remotely push an app to a device 

• Delete an app & its data, on-demand or as part of 
a selective or full wipe action 

• Automatically remove corporate apps if the user 
deletes the MDM profile on the device 

 
 

 
 


